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EDUCATION

MASTER'S DEGREE,
Digital Forensics, MBA
University of Maryland

MASTER'S DEGREE,
Cybersecurity
Johns Hopkins University

BACHELOR'S DEGREE,
Electrical and Computer Engineering
Carnegie Mellon University

SKILLS&CERTIFICATIONS

| Professional

e Information Security Management
e |T Risk Management

e Cybersecurity

e Technical Writing

e Project Management

e Auditing

e Risk Assessment

e Software Development Life Cycle

| Certifications

e Project Management Professional (PMP)
e COMPTIA Security+

e |TIL Foundations (ITILv3)

* Microsoft Certified Professional, OS

e ASTQB Advanced Certified Test Manager
e ASTQB Advanced Level Test (CTAL-Full)

e GIAC SANS GWAPT, GPEN, GCIH

| Volunteer

¢ BlackGirlsHack, Founder

e Women’s Society of Cyberjutsu/ Chapter
Intake Specialist

¢ ICMCP Volunteer

e WICYS Mentor

SUMMARY

Innovative experienced project manager and solutions-oriented leader with proven
accomplishments ready to be leveraged for program management in a cybersecurity
organization. Expertise includes information security project management, risk monitoring
and mitigation, and software development and testing. Recognized as a motivating leader
with a demonstrated ability to lead matrix teams that deliver results and exceed
expectations. Executive Director of a national cybersecurity non-profit responsible for
oversight and management of 100 volunteers, and over 2000 members. Experienced cyber
instructor, speaker, and advocate for diversity and inclusion in cybersecurity.

WORK EXPERIENCE

EXECUTIVE DIRECTOR, CHAIRMAN OF THE BOARD
BLACKGIRLSHACK / 2019 — Present
. Leads, coordinates, communicates, integrates and is accountable for the
overall success of the national cybersecurity nonprofit organization
° Manages team of 100 volunteers and executes decision-making authorities to
establish vision and direction for organization’s cyber and cyber related
resources and operations.
. Coordinates with strategic partners and other for-profit and not-for-
profit organizations to ensure continued success of organizational
mission

SENIOR PRINCIPAL ERP CONSULTANT
CACI / 2013 — 2021
° Partnered with security executives and stakeholders to define and
analyze organization risk tolerance and assess risk exposure
. Designed and implemented risk management framework including
execute testing and develop a remediation plan to reduce defects
. Led team to implement security testing framework and conduct testing for
software packages for financial and purchasing systems
. Leveraged ITIL, CMMI, ISO and NIST 800-53 cybersecurity frameworks to
ensure system compliance
. Re-engineered business processes to adopt SDLC life-cycle best practices and
maximize development with efficiency
. Led quarterly testing for financial controls and segregation of duties and
verified controls were operating effectively, prepared evidentiary
packages for financial and SOX audits and reduced audit risk exposure
. Wrote and published policies, operating procedures, and training
materials for automation and testing and led delivery to cross disciplinary
audience of 200 team members

FOUNDER & SECURITY TESTING EXPERT
IV&YV Consulting /2011 — 2013
. Designed and implemented security program including scope definition,
identification of protocols, and protocol testing for the Defense
Logistics Agency, and Oracle e-Business systems and solutions
. Led cross-functional team including technical testers, system
administrators, and functional testers to execute testing for security
program on a weekly basis
. Created security testing protocols and executed testing for all systems
monthly, resulting in reduced defects
. Implemented dashboard for continuous monitoring of svstem securitv





